
Created new empty folder:   D:\Appl\Apple\Key\Notifiche

Tools --> Private sign key --> Create new

1. Create a new explicit (non-wildcard) App ID with the package name of the push app. For 

example anywheresoftware.b4i.push. Enable push notification service.



2. Create an Apple Push Notification SSL certificate. Use the same certSigningRequest.csr file 

that you previously created.

This can be done from App IDs - Choose the id - Edit.



Saved aps.cer in the key folder:

I recommend using a Production SSL Certificate with a Distribution / Ad Hoc provision profile. 

This way you can use the same tokens during development and in production.

3. Create a provision file with the new App ID.







Saved mobile provision file in the key folder:

4. There should be a file named aps_*.cer in the keys folder. Now you should click on Tools - 

Build Server - Create Push Key - Firebase Service:

This will create a file named firebase_push.p12 in the keys folder. You need to upload it to 

Firebase console under Settings - CLOUD MESSAGING.

You only need to upload the production APN.





I downloaded the certificate for the app (ios_distribution.cer):

Here is the key folder:



Created the plist from Firebase, and copied in the folder of my project Files\Special

My app:

When I compile I get this error:




